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What is the purpose of this document? 

 

National Federation of Fish Friers (NFFF) is committed to protecting the privacy and security of your 

personal information. 

This privacy notice describes how we collect and use personal information about you during and after your 

membership with us, in accordance with the General Data Protection Regulation (GDPR). 

It applies to all members. 

This is an abbreviated document.  The full version includes specific details of the sort of personal 

information we will collect, how and when we will process it and other details about our policies.  It is 

available: 

[http://www.federationoffishfriers.co.uk/userdata/files/nfff_gdpr_privacy_notice_for_members_uk.p

df] 

Data protection principles 

We will comply with data protection law. This says that the personal information we hold about you must 

be: 

1. Used lawfully, fairly and in a transparent way. 

2. Collected only for valid purposes that we have clearly explained to you and not used in any way that is 

incompatible with those purposes. 

3. Relevant to the purposes we have told you about and limited only to those purposes. 

4. Accurate and kept up to date. 

5. Kept only as long as necessary for the purposes we have told you about. 

6. Kept securely. 

The kind of information we hold about you 

Personal data, or personal information, means any information about an individual from which that person 

can be identified. It does not include data where the identity has been removed (anonymous data). 

 

 

How we will use information about you 

We will only use your personal information when the law allows us to. Most commonly, we will use your 

personal information in the following circumstances: 

1. Where we need to perform the contract we have entered into with you. 

2. Where we need to comply with a legal obligation. 

 

 

 

http://www.federationoffishfriers.co.uk/userdata/files/nfff_gdpr_privacy_notice_for_members_uk.pdf
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Change of purpose 

We will only use your personal information for the purposes for which we collected it.  Please note 

that we may process your personal information without your knowledge or consent, in compliance 

with the above rules, where this is required or permitted by law. 

Automated decision-making 

Automated decision-making takes place when an electronic system uses personal information to make a 

decision without human intervention.  

You will not be subject to decisions that will have a significant impact on you based solely on 

automated decision-making unless we have a lawful basis for doing so and we have notified you. 

We do not envisage that any decisions will be taken about you using automated means, however 

we will notify you in writing if this position changes. 

Data sharing 

We may have to share your data with third parties, including third-party service providers and regulators. 

We require third parties to respect the security of your data and to treat it in accordance with the law. 

We may transfer your personal information outside the EU. 

If we do, you can expect a similar degree of protection in respect of your personal information. 

Data security 

We have put in place measures to protect the security of your information. Details of these measures are 

available upon request. 

Third parties will only process your personal information on our instructions and where they have agreed to 

treat the information confidentially and to keep it secure. 

Rights of access, correction, erasure, and restriction  

Your duty to inform us of changes 

It is important that the personal information we hold about you is accurate and current. Please keep us 

informed if your personal information changes during your working relationship with us.  

Your rights in connection with personal information 

Under certain circumstances, by law you have the right to: 

• Request access to your personal information  

• Request correction of the personal information that we hold about you.  

• Request erasure of your personal information.  

• Object to processing of your personal information. 

• Request the restriction of processing  

• Request the transfer of your personal information to another party.  



3 

Data protection officer 

We have appointed a data protection officer (DPO) to oversee compliance with this privacy notice. If 

you have any questions about this privacy notice or how we handle your personal information, 

please contact the DPO who is Denise Dodd. You have the right to make a complaint at any time to 

the Information Commissioner's Office (ICO), the UK supervisory authority for data protection 

issues. 

The full version of this Privacy Notice is available: [Link Here] 

We reserve the right to update this privacy notice at any time 

If you have any questions about this privacy notice, please contact the DPO. 

 

 

 

 

 


